REGULATION AND TECHNOLOGY
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This Article consists of some general observations and a few examples that illustrate them. First, technology can benefit tremendously from government involvement. Regulation may be part of that involvement, but thinking just in terms of regulation obscures some important points. When people talk about regulating technology, they usually assume technology is a private good, and the question becomes whether—and how—the government should regulate private property. This obscures the truth that technology is frequently a product of public and private collaboration.

The Internet is a good example. It began as a creature of government-funded research.¹ That rudimentary network laid the groundwork for all sorts of innovation that nobody could possibly have foreseen in the 1960s and 1970s when the government was funding research that eventually resulted in the development of the Internet.² The wealth the Internet created and the innovation it helped foster were completely unforeseeable. The payoff horizon was far too long and uncertain to stimulate sufficient private investment, so had it not been for the government’s investment, there may have been no Internet, or at least not the Internet we know.
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2. A Brief History, supra note 1.
Now that the Internet has become so important to our everyday lives, there are problems that need to be addressed. One is network neutrality. Should the government allow the people who own the infrastructure to adopt practices that are going to favor or disfavor certain uses of data, applications, content, or certain users, and if so, to what extent?

The answers to this question will determine both whether the Internet will remain an open platform where people can innovate without permission and whether the kind of radical disruption that has marked Internet technology will continue. Allowing incumbents to make the rules will stifle the innovation that exists because of an open architecture that lets everybody in and allows for newcomers, whether or not the newcomers have permission from the incumbents. Is there a good market solution here? No. That is why the government has a role to play. It needs to protect the public good by keeping the structure open and preserving the ability of new participants to use the network in new and unforeseen ways.

Internet privacy is another question and it has a different answer. Should the government regulate the information websites collect and how they use it? Here, there is much more potential for market-based solutions. If there is sufficient demand, firms can compete with one another to provide technology that protects privacy. Moreover, the extent to which each technology is successful at protecting privacy can be measured reasonably well. Of course, there are some barriers to a market solution. Information costs are very high for users, and many users do not fully understand the privacy implications of data.
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collection. It is difficult for users to make tradeoffs and conduct the balancing required by a market solution. It is, however, at least possible to imagine some market-based solutions to privacy problems.

The new “Do Not Track” proposals may be the worst possible solutions in some respects, because they permit lots of tracking even when a user opts out of tracking. A system that ostensibly prohibits tracking but really permits tons of it may be very confusing to consumers (depending on its implementation) and prevent the market from delivering a solution. Here, we should ask whether regulation is likely to thwart what might otherwise be a good market solution.

Ultimately, regulation of technology is not inherently good or bad. In many instances, technology is a public resource that will be under-produced, and there may be a symbiosis between innovators and the government. Government is often at its best when it cultivates new technologies and then gets out of the way. In that situation, it will help deliver innovations the market could not deliver on its own. Once technology matures, the market may or may not provide the right solutions. In those instances where the market is likely to do the job, it is often best for the government to get out and stay out. In those instances where the market is not likely to do the job, we have to be prepared to step in with government regulation step in. That is especially true when incumbents may stand in the way of innovation. In that situation, regulation is necessary to protect the process of innovation, and the creation of new markets that drive technology forward.
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